
Suggested Program Course List - IT Cybersecurity Specialist 3, New Richmond, Fall 2023

Term
Class 
Nbr Catalog Course Title Credits Start Date End Date Location

Instructional 
Mode

Days of 
Week

Start 
Time

End 
Time

1236 62889 10150102 *∆●Information Security OR 3 08/29/23 12/21/23 NR Hybrid TR 10:00 11:20
1236 62913 10150102 ֎Information Security 3 08/28/23 12/22/23 ONLN Online M-F 7:00 7:30
1236 62892 10150109 *∆●Wireless Networking and Security OR 3 08/28/23 12/20/23 NR Hybrid M 1:30 4:20

W 2:00 2:50
1236 62915 10150109 ֎Wireless Networking and Security 3 08/28/23 12/22/23 ONLN Online M-F 7:00 7:30
1236 62893 10150112 *∆●Cisco CCNA 3 Enterprise Networking, Security and Automation OR 3 08/30/23 12/22/23 NR Hybrid WF 8:00 9:50
1236 62914 10150112 ֎Cisco CCNA 3 Enterprise Networking, Security, and Automation 3 08/28/23 12/22/23 ONLN Online M-F 7:00 7:30
1236 62894 10151101 *∆●Firewall and VPN Management 3 08/30/23 12/22/23 NR Hybrid WF 10:00 11:50
1236 62895 10151102 *∆●Digital Forensics and Incident Response 2 08/29/23 12/21/23 NR Hybrid TR 8:00 9:50
1236 60959 10801196 Oral/Interpersonal Communication OR 3 08/29/23 12/21/23 NR On Site TR 12:30 1:50
1236 60982 10801196 «Oral/Interpersonal Communication OR 3 08/28/23 12/22/23 ONLN Online M-F 7:00 7:30
1236 61018 10801196 *«Oral/Interpersonal Communication OR 3 10/23/23 12/18/23 ONLN Online Live M 5:30 8:20
1236 60953 10801198 ֎>Speech 3 08/28/23 12/22/23 ONLN Online M-F 7:00 7:30

*In addition to regularly scheduled classroom hours, this class also requires time Online.  You will need to determine how to best schedule your online time.

●A combination of Online, On Site, and/or Online Live instruction is provided by your instructor and your attendance is required.

∆ This class is offered on site for the first week.  Starting week two, this course will be delivered both On Site and Online Live based on the requirement of when on campus equipment is needed for 
lab exercises.  Your instructor will communicate with you when you may be required to be On Site and when Online Live would be available to you as an option.

 
 

« This course will be delivered virtually using web conferencing in real-time on the days and times scheduled.  Attendance is expected during designated class hours by logging into your course 
remotely.  Students will not be on campus to attend this course.

֎ Online course delivery requires you have access to a computer and the internet to receive instruction and participate in class activities.  While there are no scheduled meeting times, you are 
responsible for meeting course deadlines as set by the instructor. For additional information about online resources available at Northwood Technical College go to 
https://learningcommons.northwoodtech.edu/resources. You are expected to engage in interactive assignments throughout the week and you will be asked to record speeches in front of a live 
audience for this class.

> This is an OER (Open Educational Resources) course, meaning you do not have to buy a textbook. Instead, you will use internet resources and documents posted in Blackboard. If you are taking the 
course online, you are expected to regularly engage in the course throughout the week, with interactive assignments (such as midweek discussions). You will need to record your speeches in front of 
a live audience of four (audience members must be able to read and write to provide feedback). You can have a live virtual audience (e.g., via Facebook live) in order to follow safe-gathering 
guidelines. You will need a reliable recording device to record speeches and upload videos to YouTube.

Please be advised that low-enrollment class sections may be canceled.
For the most up-to-date course listing, go to the Northwood Tech Homepage and click on 'Find a Class'

To view instructional Mode definitions, click here

To view your curriculum checklist, click here

http://www.northwoodtech.edu/
https://www.northwoodtech.edu/academic-programs/find-your-program/flexible-learning-options
https://www.northwoodtech.edu/currentstudents/registration/checklists
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